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Abstract: Information and communication technologies are not value-neutral tools that
reflect reality; they privilege some forms of action, and they limit others. We analyze reports
describing the design, development, testing and evaluation of a European Commission
co-funded syndromic surveillance project called SIDARTHa (System for Information on
Detection and Analysis of Risks and Threats to Health). We show that the reports construct
the concept of a health threat as a sudden, unexpected event with the potential to cause
severe harm and one that requires a public health response aided by surveillance. Based
on our analysis, we state that when creating surveillance technologies, design choices have
consequences for what can be seen and for what remains invisible. Finally, we argue
that syndromic surveillance discourse privileges expertise in developing, maintaining and
using software within public health practice, and it prioritizes standardized and transportable
knowledge over local and context-dependent knowledge. We conclude that syndromic
surveillance contributes to a shift in broader public health practice, with consequences for
fairness if design choices and prioritizations remain invisible and unchallenged.
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1. Introduction

The term syndromic surveillance describes a collection of methods within the field of public health
surveillance. These are characterized by their use of secondary sources, referring to data collected for a
variety of purposes only indirectly related to population health. For example, over-the-counter medicine
sales, or records of ambulance dispatches from a hospital, or records of emergency room visits can be
considered secondary sources, because these data are not collected with the primary intent to perform
public health surveillance. Using this formulation, syndromic surveillance is often positioned as an
efficient use of already collected data [1].

International public health institutions rely increasingly on automated and globalized surveillance,
and this shift follows a rationale of vigilance and preparedness where “marginal and dangerous” [2]
events are given priority over broader determinants of health [3]. Within the discourse of syndromic
surveillance, numerical representations of populations and the application of statistical analyses are
essential to the task of constructing meaning from diverse sources of surveillance data. The use of
these types of surveillance methods follows a long tradition of health discourses where individuals and
populations are constructed as knowable and governable by establishing comparative systems to analyze
their similarities and differences [4] (p. 190).

Equally important is the idea of disease as a collection of symptoms and signs observed by a
medical gaze [5] (pp. 88–106). The idea of extending the medical gaze and the multiplication of
ways of representing individuals and populations are not exclusive to public health institutions. Two
other analyses included in this special issue also deal with systems of classification and comparison,
which make use of similar discourses. In the two studies, these systems have consequences for how
motherhood is performed [6] and how people reflect about themselves [7].

We analyze reports describing the design, development, testing and evaluation of a European
Commission co-funded syndromic surveillance project called SIDARTHa (System for Information on
Detection and Analysis of Risks and Threats to Health). We start with the assumption that information
and communication technologies (ICTs) are never value-neutral. They necessarily reflect the viewpoints
of their designers, the influence of others involved in their construction and the consequences of the
material limitations encountered during their development [8–10]. With our analysis, we aim to identify
how a syndromic surveillance discourse privileges or excludes specific types of knowledge and practices.
We show that the discourse of syndromic surveillance constructs the health threat concept as a sudden,
unexpected event with the potential to cause severe harm and one that requires a public health response
aided by surveillance. Based on our analysis, we state that when creating surveillance technologies,
design choices have consequences for what can be seen and for what remains invisible. Finally, we
argue that syndromic surveillance discourse privileges expertise in developing, maintaining and using
software within public health practice, and it prioritizes standardized and transportable knowledge over
local and context-dependent knowledge. We conclude that syndromic surveillance contributes to a shift
in broader public health practice, with consequences for fairness if design choices and prioritizations
remain invisible and unchallenged.
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2. Background

The earlier applications of syndromic surveillance were characterized by the use of health-related
data that preceded diagnosis and the continual monitoring of disease indicators to detect outbreaks
of communicable diseases earlier than traditional methods [11–13]. More recently, the definition of
syndromic surveillance has broadened to include the monitoring of non-communicable diseases and
other health conditions, such as heat-related illnesses, injuries caused by tornadoes or respiratory illness
after wildfires [14].

A well-known example of syndromic surveillance is Google Flu Trends [15,16], which uses search
queries entered by users into Google as indicators of influenza outbreaks. The developers of the system
have claimed that they can “accurately estimate the current level of weekly influenza activity in each
region of the United States” [15] (p. 1012), although the estimates have not always been accurate [17,18].
While the system itself is well-known, it is highly unusual, as it is run by a private company. The
majority of syndromic surveillance systems are used by public institutions, such as regional and national
health authorities.

Many different types of ICTs are used for communicable disease surveillance. Bravata et al. [19]
provide a broad review of 115 systems and identify those that provide syndromic signals. Other reviews
focus on syndromic surveillance and include more recent systems [20,21]. Additionally, the Triple-S
project provides an extensive list of syndromic surveillance systems used within Europe [22].

2.1. Challenges

The impact of syndromic surveillance on the already limited resources available for public health,
for example the costs of dealing with potentially large numbers of false positives generated by these
systems, has been discussed by public health practitioners and scholars. One of the earliest challenges
was by Reingold [23] who asked: “If syndromic surveillance is the answer, what is the question?”
Reingold points to the scarce resources within the field of public health and challenges those who call for
the further development of syndromic surveillance to detail not how detection could be improved, but if
public health response would be improved in any way if these systems are implemented. He emphasizes
the importance of building capacity within the public health departments instead of collecting and
analyzing data externally, an activity often performed by for-profit corporations in departments without
academic partners. In a discussion on the difficulties of creating a nation-wide syndromic surveillance,
Mostashari voices concerns about the relationship between detection and response capacity:

We have 80 percent of the nation covered but we really have nothing covered, because signals
come and go, and an e-mail maybe is sent out, and there’s no local capacity . . . If you’re
doing analysis for a thousand different towns, villages, cities, whatever, every day you’re
going to find alarms. ([24]; cited in [25])

Similarly, Heffernan et al. [26] state that although their syndromic surveillance systems have been
beneficial in detection, they are “essentially ‘smoke detectors’ and call for prompt investigation and
response if they are to provide early warning of outbreaks” [26]. They continue to recommend that
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efforts for bioterrorism preparation should focus on hiring well-trained public health professionals with
responsibilities that are broader than just bioterrorism.

Fearnley [25] analyzes the debates surrounding the development and use of several nation-wide
syndromic surveillance systems in the U.S. and identifies a central conflict: the early syndromic
surveillance systems were designed primarily for national bioterrorism preparedness, but the data
collection and reporting were assigned to public health institutions tasked with maximizing the health
of human populations. These systems collected data from many different, non-traditional sources and
transferred them to health departments. However, the collected data were not immediately helpful,
because “[m]ore information means more interpretive work, without certain benefits; and more detected
events requires more epidemiological responses, without (at this point) the necessary epidemiological
resources to undertake them” [27] (p. 84). Fearnley points out that without the resources to interpret the
incoming data, the newly developed systems were not helpful to epidemiologists.

In syndromic surveillance systems, collecting data is the key to tackling public health problems.
All syndromic surveillance systems are constructed with the assumption that gathering more data
helps public health authorities make decisions. Analyzing the practices that accompany ICT-based
surveillance systems in public health, French [28] identifies the assumption that more data are helpful as
a consequence of an immaterial conception of information:

[. . . A]n immaterial conception of information, whether implicit or explicit, assumes that
information signifies in the same way regardless of time or place. As a consequence
of this assumption the significance of information-processing practices is minimized; the
material diversity of such practices, and the effort required to unify them, is underestimated.
French [28] (p. 111).

As French argues, data collection also comes at a cost. It requires significant amounts of work to
standardize data, to connect systems and to ensure that data are transferred correctly from one place to
another. Ignoring the cost of collection or, more broadly, the material dimensions of information, causes
problems for ICTs. The very immediate consequence is that it requires more work. This is the work of
maintaining and interpreting.

In their extensive study of classification, Bowker and Star point out that data entry is never a trivial
task: it requires trained staff to perform; it is prone to mistakes with respect to the classifications being
used, and there are always cultural variations in what is interpreted as worthy of recording and what is
omitted [29] (p. 107). Additionally, they state that there is always a tension between the standardization
of lists centrally, and their use locally [29] (p. 139). Finally, they emphasize that “all category systems
are moral and political entities” [29] (p. 324). As syndromic surveillance systems rely heavily on rigid
classification schemes, they exhibit these characteristics.

Based on a study of medical records, Berg and Bowker also argue that data collection and recording
methods influence how work is organized and which practices are considered to be part of that
work [30] (p. 532). Similarly, emphasizing data collection and information generation in public
health surveillance modifies the definition of activities that belong to public health, and some types
of expertise are prioritized over others. For example, when syndromic surveillance is used, familiarity
with developing and maintaining software becomes an important requirement for public health practice.
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The concept of immutable mobiles, introduced by Latour [31] (p. 227), provides a way to engage
the processes of informatization and standardization in syndromic surveillance. Latour uses the term to
refer to objects that are archivable and comparable regardless of their age, place of origin and context of
use. For example, an entry in a table listing the admissions to the emergency room can be considered
an immutable mobile, because, unlike the locally bound emergency room, it can be transported easily,
compared to other descriptions, or even be organized in charts and statistics to construct an aggregated
view of events that occur in emergency rooms. The complexity of the emergency room, or any other
phenomenon, is overcome by translating it into intelligible and stable objects. The power of these
objects is tied to their simplicity, which makes complex phenomena observable and manageable from a
bird’s-eye view. For this reason, immutable mobiles allow power—the power to see and the power to
manage—to be exerted, irrespective of time and place.

However, the work of keeping these objects stable is often unaccounted for. In fact, the structures that
maintain them, such as the layout of the rows and columns in a table or the procedure for filling out the
details of each entry, like the objects, must also remain constant across places and contexts for them to
remain immutable. The concept of immutable mobile is descriptive, allowing us to identify and describe
certain objects in our analysis. We focus on how they are created and how they are maintained. We then
take a step further by problematizing the aspects of their creation and maintenance. The immutability of
these objects can only be accomplished by mobilizing people and material resources around them and by
keeping these networks together through constant work [31]. For example, the output of the peripheral
surveillance systems are brought closer to each other by categorizing syndromes, collecting data and
creating graphs, but constant work is required to uphold the categorizations. Given the costs and risks of
immaterial conceptions of information [28] and the work of standardization, we ask the question of who
benefits or what there is to be gained.

3. Analysis

SIDARTHa is designed to be installed at health institutions to monitor sources of emergency data,
including records of emergency dispatches and reports from emergency practitioners. We chose to
analyze the SIDARTHa project, as it is one of the largest syndromic surveillance systems developed
in Europe, and it involves multiple partners from different member states. Similar projects that focus
on single health institutions separately instead of one centralized system have also been developed in
the U.S., such as RODS (Real-Time Outbreak and Disease Surveillance) [32]. Although the majority of
syndromic surveillance systems in the last decade have been developed and used in the U.S., we consider
ourselves more qualified to analyze a European project due to our previous experience in public health
surveillance in an EU member state [33].

Our analysis is based primarily on the seven project reports published by the SIDARTHa project
between the years 2009 and 2010. They describe the process of design, development, testing and
evaluation of the SIDARTHa syndromic surveillance system. These reports form a suitable corpus for
discourse analysis, because the authors describe different stages of the project in detail, and they state
their reasons for their decisions. The earliest reports focus on literature reviews and pre-studies; later
reports describe the design and development of the system, and the most recent ones discuss testing and
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evaluation. This progression allows us to observe changes and shifts in the project and see how different
ideas evolve throughout the design and development of the system.

We began our analysis by reading the seven project reports and marking all sentences that make
knowledge or truth claims related to the overall argument, that state a hypotheses or that present research
questions. We continued by marking sentences that inform the reader about the existence of entities
outside of the text. In this category, we included any statements that refer to uncertainty, because such
statements also provide insight into what is considered to exist only partially outside the text. We also
marked all sentences that refer to individuals or groups of people, because these statements show how the
text constitutes subject positions that are relevant to its own argument. After this process was completed,
we read only the marked sentences for each report and tried to group them according to common
themes based on either the topics they discuss or the frequency of the words they use. We examined
these themes in relation to knowledge [34] (p. 14), truth [35] (pp. 92–96), [36] (p. 12) and subject
positions [36] (p. 15). We repeatedly asked the question “what is considered true in this statement?”
and wrote down our interpretations, while keeping in mind the identified themes for each report, the
collection of marked sentences, as well as the unmarked sentences referenced by the marked ones.

3.1. What is a Health Threat?

In the SIDARTHa reports, the aim of the project is stated as detecting public health threats [37] (p. 1).
The reports further describe their goal as helping public health authorities to become aware of health
threats earlier or even to prevent them. The scope of the term health threat within the project reports is
very broad: it refers to diseases, both communicable and non-communicable [37] (p. 1), but it also refers
to other events, such as floods, heat waves and even volcanic eruptions [38]. Additionally, it can refer to
acts of bioterrorism, which most commonly refer to the intentional release of biological agents, such as
anthrax, into the air in large quantities with the intent to harm others [37] (p. 7).

From the perspective of syndromic surveillance systems, health threats first become visible when
other surveillance systems capture their traces. For example, a person experiencing high fever and a
sore throat may visit the emergency room, where her visit is recorded in the admission logs, or several
people living in the same district might post on social media platforms about suffering from shortness
of breath and digestive problems. In both cases, the experiences of these individuals are recorded,
and those records are then accessed by syndromic surveillance systems. For these systems, the health
threat is best defined in terms of data and signals: “Early detection of public health threats in general
relies on the components: timely and reliable data; the sensitivity, specificity; and timeliness of signals
detected.” [39] (p. 3).

Syndromic surveillance relies on the presence and the functioning of other surveillance systems.
For example, the primary motivation for tracking ambulance dispatches is not to generate signals for
syndromic surveillance. Ambulances are dispatched to retrieve patients, and the signals are used for a
variety of purposes. Ambulance drivers may need to track their working hours, or hospital administrators
may need to know how many ambulances are available to respond in case of emergencies, etc. Every
departure and arrival of the ambulance is logged for a multitude of reasons, and syndromic surveillance



Societies 2014, 4 405

systems depend on these logs, but the logs themselves are not produced specifically, or at least not
primarily, to support the practice of syndromic surveillance.

The SIDARTHa reports describe a system that can be used to collect emergency data in different
health institutions in multiple European countries independent of one another, each with their own rules
and regulations for gathering data. To form a more homogeneous set of records, the designers propose
a coding standard to convert the local data to the SIDARTHa-compatible version. Organizationally, the
data remains locally stored, as one of the aims of the system is to ensure that the collected data does not
leave the collecting institution or regional authority.

The standardized data format is a string of numbers with different fields. The designers state that
“[t]he minimum data set for syndromic surveillance must contain enough information to produce the
number of cases per day for temporal syndromic surveillance” [40] (p. 6). It includes seven variables:
the anonymous case identifying number, date, geographic reference, syndrome, age, gender and severity.
The final three variables are called modifiers, because these are not essential to constructing the number
of cases, but the information contained within them may be relevant for certain syndromes, such as
gastroenteritis (or stomach flu) in children or heat-related illness in the elderly. These particular variables
are chosen based on a survey of availability within the countries that participate in the SIDARTHa
project, and it is the minimal set of properties that all of the participants are able to provide.

Using the standard, it is possible to represent each field using numbers, even when receiving data from
different sources. For example, the case identification can be filled using the call identification code if
the data are provided by an emergency medical dispatch center, or it can be filled using the patient
identification code if the provider is an emergency department. The date is converted to a series of
unambiguous numbers by specifying the order that day, month and year appear in the string. Geographic
reference is more heterogeneous; the numbers contained in this field can refer to X and Y coordinates
generated using the Global Positioning System (GPS), health zone codes, post codes or community
codes. Attempting to fit gender into this form brings the ubiquitous problem of coding gender as a
binary and the transition from sex to gender in the system vocabulary. The original specification of the
standard provides “0” for male and “1” for female, and the final implementation of the system changes
the order and adds a third category, “unknown” [41] (p. 33).

All of the variables we have described above pertain to the identification of persons and their locations.
The actual work of describing syndromes occurs in the remaining two variables: syndrome and severity.
The syndrome category requires the largest amount of work to convert into a number. Syndromes are
divided into six categories: influenza-like, gastrointestinal, respiratory, intoxication, environment-related
(heat-related) and unspecific. Since the system is designed to be compatible with many different sites, a
multitude of conversion tables are provided to make possible the homogeneous coding of cases for any
SIDARTHa system. The coding manual provides a series of tables to allow this conversion, where the
codes of other, more established standards, such as the International Classification of Diseases (ICD),
can be converted to the SIDARTHa standard [40].

At the end of this conversion, the health threat is narrowed from a wide variety of uncontrollable
events to a series of numbers that can be transmitted without change and one that refers to the same thing
regardless of context. Unlike the data collected in each institution, which carry marks of local practices
particular to each case, the resulting string is constructed to function independently of its context. It is
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easily comparable and combinable across different databases. In Latour’s terms, this standardization
creates an immutable mobile [31] that can be used for statistical analysis in any institution. Freed
from their earlier contexts, these strings of numbers gain a comparability that the contextually-rich data
available at the institutions do not possess. Once they are created by the SIDARTHa software, their
comparability is put to use through the work of different classification and detection algorithms.

The classification may indicate change over time, or it may include a spatial component that connects
the data points to particular places using GPS coordinates or postal codes. Although the algorithms vary
depending on the input and the intent, the primary purpose of this analysis is to divide the data points
into two groups: expected and unexpected. The data points that end up in the expected category are
not of high importance to the system designers. These may indicate low-risk diseases in low volumes
or a seasonal variation in an illness (implying that the change occurs every year). The designers of
SIDARTHa are much more interested in the unexpected category. This category includes all of the data
points that have been marked by the system as deviating from the norm. These unexpected events are all
potential health threats within the system.

The designers state that one of SIDARTHa’s strengths is its flexibility: “[T]he SIDARTHa system
can easily be adjusted to cover additional health threats, in this case the volcanic ash cloud with new
syndromes such as traffic accidents and cardiovascular syndrome.” [42] (p. 10). This flexibility is
not only due to the way the system has been constructed, but also because of how the discourse of
syndromic surveillance describes health threats. In another report, they point out that “[o]ne important
feature of syndromic surveillance is flexibility, which allows the generation and monitoring of syndromes
according to suddenly emerging, potential health threats” [39] (p. 3). In this definition, a health threat is
a sudden event that has the potential to affect population health. The words “suddenly” and “potential”
highlight the issue of the absent subject in the definition: for whom is the event sudden or unexpected,
and what is meant by the potential to affect? The concern about sudden events can be viewed from the
perspective of public health authorities who would be expected to respond to an event. Suddenness can
then be stated relative to how long it would take for the authorities to act (by contacting the patients, by
visiting the clinics, by issuing public notices, etc.) when the health threat appears. Defining the limits of
the word “potential” are much more difficult. For example, an influenza outbreak can sometimes spread
rapidly in a population, but result in only minor suffering as the infected experience the discomfort
of a sore throat. However, it can also cause major illness in those who are infected and even become
life-threatening for those who already suffer from other conditions. Complicating the decision even
further, the difference between the two is often not clear until its effects are experienced by individuals.
The public health response is required to negotiate this conflict and to come to a decision about the limits
of the potential of a disease to affect the population.

In the SIDARTHa reports, a particularly unusual event serves to illustrate the potential usefulness
of the system for public health response, even in cases of non-detection. Following the eruption of the
Eyjafjallajökull volcano in Iceland in 2010, the project consortium developed a method to evaluate the
potential public health impact of the ensuing ash cloud. The event is described as offering a suitable
scenario for testing the system, although the authors also point out:

This report uses the term ‘volcanic ash cloud’ without determining if the ash cloud was a
cloud or rather a contamination. Therefore, it should be understood that the term ‘ash cloud’
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used throughout this report is not to be understood as a scientific term. It should be further
noted that the authors do not intend to give any prejudice on the question if there was any
risk to health at all caused by the ash cloud as such. The intention of this rapid assessment
was to test the capability of the SIDARTHa concept and pilot syndromic surveillance system
to be timely adjusted for monitoring a suddenly occurring event potentially affecting health
[emphasis in the original] [38] (p. 3).

A sudden event and its potential to affect health both appear in this justification for performing the ash
cloud assessment using the SIDARTHa system. Establishing an event as a health threat occurs before
the investigation begins, but the results of the investigation do not fully resolve the status of the event
either. In the four SIDARTHa implementation sites in Austria, Denmark, Germany and Spain, the system
identifies no significant correlation between the volcanic ash cloud and the unusual signals of respiratory
conditions reported during the same period. The authors state that “further in-depth analysis of case
characteristics is necessary” [38] (p. 16), but also mention that their investigation, and the fact that it
was possible to perform it at all, demonstrates the “flexibility of syndromic surveillance systems to be
used for ad-hoc surveillance after suddenly occurring events” [38] (p. 16). In the booklet Generic Public
Health Preparedness in Europe, a brief description of the SIDARTHa project is accompanied by several
quotes from Dr Thomas Krafft, the scientific-technical coordinator of the project. Commenting on the
volcano investigation, he states:

The European Centre for Disease Prevention and Control asked us to test out SIDARTHa
during this time to see if there were any health impacts from the volcanic ash plume . . . .
We found no increased demand for emergency care services. It is important to be able to
distinguish between ‘real threats’ and ‘perceived threats’ [43].

This division between real and perceived threats positions SIDARTHa, and by extension, syndromic
surveillance, as the arbiter of truth for public health practice in the implementation sites. The operations
of SIDARTHa are also perceptions, although they are perceptions of expertise, supported by advanced
ICTs and public health authorities. The “real” in the quote can be interpreted as describing events that
public health authorities should act upon to improve the health of a population; the “perceived” can also
be interpreted as events that they should act upon to reassure the population that there is no health effect.
In either case, the detection possibilities offered by SIDARTHa are geared towards shaping the type of
public health response following an event.

In the beginning, the traces of different individuals are collected in various public health surveillance
systems and converted into the SIDARTHa standard to create a more uniform unit that is compatible
with the different methods of statistical analysis. Up until this point, the traces of individuals shed
their context until only the bare minimum remained. The contents of that bare minimum are defined
by the SIDARTHa standard. After reaching that point, the work of inscribing a new context into
the numbers begins. The first step is the statistical analysis, which constructs the objects that public
health institutions can act on, followed by the visualization of the results, which show the traces in the
unexpected category. The process that begins with the set of recorded traces and eventually becomes the
evidence for the existence or the non-existence of the health threat depends on a long chain of translations
between different systems and different mediums. When the authors assert their claim as “[e]mergency
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care demand shows a pattern allowing for detection of unusual aberrations from the expected
demand” [44] (p. 20), they refer to the large web of surveillance systems that individually construct
and link the patterns, detections, aberrations and expectations.

3.2. Design Choices and Expertise

The SIDARTHa system uses emergency care data to monitor health threats. The project researchers
divide it into four data sources: emergency medical service (EMS), emergency medical dispatch (EMD),
emergency physician service (EP) and emergency department (ED) data. Each source has different
properties that make it more or less suitable for inclusion in a syndromic surveillance system. For
example, the authors note that ED data are often collected electronically, while EMS data are filled in
paper forms that are then transferred to the computer, making the latter more difficult to connect to an
ICT-based surveillance system [37] (p. 20). The authors also mention that emergency data covers only
severe cases, because patients with mild symptoms are not very likely to call the emergency medical
service or to visit an emergency department [37] (p. 22). At the same time, emergency departments
receive patients and respond to calls outside the working hours of other health services [37] (p. 22).

The decision to use emergency data for syndromic surveillance has consequences for the types of
events that can be detected and for those likely to remain invisible. In this case, one consequence is being
able to detect severe cases and not being able detect mild ones. For example, the authors state that “since
gastrointestinal problems do not mainly lead to the need of emergency medical care treatments, these
outbreaks can only be identified by a syndromic surveillance system if the outbreak occurs under special
circumstances (i.e., symptoms in a group from abroad)” [42] (p. 15). The system itself makes events that
manifest with acute symptoms more visible. This is in line with the vision of syndromic surveillance as a
tool of preparedness for sudden, unexpected and highly dangerous events. By beginning with the aim of
detecting health threats and then setting up a system that is suited to the detection of severe illness rather
than mild illness, the designers contribute to the definition of a health threat. In the previous examples,
the health threat was a sudden event with the potential to affect health, whereas now a health threat is
specified further as an event that can cause severe illness with sharp and sudden symptoms.

During the development of the SIDARTHa system, the ICT company, BeValley, programmed the
system to match the specifications of the designers. In the evaluation report, the authors state that
“BeValley agreed to adjust and update the system in the future, but the question remains how this can be
sustained also with additional funding” [42] (p. 10). They also ask: “If the regional system cannot
easily be repaired by the future users, how does that affect the usefulness and acceptance of the
system?” [42] (p. 11). The authors anticipate that future users in emergency care institutions will have
ICT staff who can install the software and program the data transfer [42] (p. 11), but they do not elaborate
on either whether emergency care institutions do in fact have such capacity or if that capacity should be
found within emergency care. The expertise required to perform public health surveillance grows when
SIDARTHa or a similar syndromic surveillance system is introduced, and that new practice privileges
ICT expertise more than before.

Finally, the work of classifying and sorting does not end with the programming and installation
of the system. During the data analysis study, Rosenkötter et al. [39] report numerous errors that
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need to be resolved locally by the practitioners attempting to perform analyses based on emergency
data. For example, the authors find that it is not possible to analyze unspecific syndromes using the
Austrian emergency physician service data due to repeated entries for the same incident, while using
the emergency department data, the only option is to analyze unspecific syndromes, because the source
does not list the reasons for care. The Belgium emergency physician service data arrive with delay,
causing difficulties in developing a syndrome-specific coding, and the emergency department data is not
possible to analyze fully, because the systems recording the data have changed recently. The authors
also describe the necessity of taking into account ICD shortlists used by physicians at different sites.
These lists lump the detailed categories of the ICD into larger groups, allowing the physicians to quickly
assign codes without referring to the extensive ICD documentation every time. However, the mappings
of these shortlists differ from site to site, and they do not combine easily when centralizing the data. It is
not possible to ignore the shortlists either, because similar cases may be assigned to different syndromes
if the mappings in the shortlists are not taken into consideration. Although these events may sound
like exceptions to the rule of smooth classification, as Bowker and Star [29] point out, the work of
classification always includes these complexities and tensions.

4. Conclusions

We have demonstrated how a discourse of syndromic surveillance constructed the health threat
concept as a sudden, unexpected event with the potential to cause severe harm and one that requires
a public health response. Based on our analysis of reports from the SIDARTHa project, we stated that
when creating surveillance technologies, design choices have consequences for what can be seen and for
what remains invisible. We argued further that syndromic surveillance discourse privileges expertise in
developing, maintaining and using software within public health practice, and it prioritizes standardized
and transportable knowledge over local and context-dependent knowledge.

ICTs are not value-neutral tools; they privilege some forms of action, and they limit others. They
are imbued with values, and different people benefit or suffer from their use differently. Latour’s
definition of technology as “society made durable” [45] underlines the potential of ICTs to stabilize
existing social processes. Leaving design decisions unexamined can perpetuate current epidemiological
classifications, which may already be problematic [46]. Furthermore, Fearnley states that “[s]yndromic
surveillance itself, with its orientation towards unexpected events and nonspecific objects, inevitably
moves epidemiology in new directions.” [27] (p. 84). French’s analysis of ICT use within public health
defines some of these new directions:

[. . . A]n over-arching immaterial conception of information imbues some kinds of informa-
tion with more import, for surveillance, than other kinds of information. Specifically, this
conception encourages the collection of abstract, digitized signifiers, while simultaneously
marginalizing other kinds of embodied, contextual information. Indeed, the pursuit of
immaterial information for public health surveillance produces a dominant but superficial
epidemiology at the expense of other potentially more effective epidemiologies. [28] (p. 6)

Syndromic surveillance systems are not costless solutions, because gathering information and
sustaining surveillance require work. They also require a different kind of expertise not always found
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in public health institutions. Moreover, syndromic surveillance relies on a particular definition of health
threat, which focuses on catastrophes and rare events. The practice of syndromic surveillance contributes
to a shift in broader public health practice, and although this is not problematic in itself, since practices
can always change, the question remains: what does syndromic surveillance mean for fairness? If it
orients public health towards the detection of catastrophes or sudden events with severe consequences,
what happens to other types of events that do not produce such signals? For example, to what extent
can syndromic surveillance deal with chronic illness or aid those who suffer from health issues due to
poverty? Public health practice is a large field, and there may be a place for different surveillance systems
that monitor different types of illness. However, discussions of syndromic surveillance should not stop
at sensitivity, specificity and timeliness, but also address questions of fairness.
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